INTEGRATION OVERVIEW

WPC Matic

The Solution to Ransomware,
starting at less than $1 per endpoint

For over 20 years, American-made PC Matic has PC Matic’s multi-patented endpoint solution allows service
pioneered the global application and scripting providers to deliver instant, and preventative protection
allowlists driving ease of use and improved against all evolving Ransomware and cybersecurity

ibilit hil 4l duci ttack £ threats for businesses worldwide. PC Matic’s Application
ac_ce?s' ility, while vastly reducing attack surface Allowlisting is lightweight for enhanced performance and
with its Zero Trust layered approach.

interoperability, built with ConnectWise MSPs in mind.
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PC Matic Equips ConnectWise MSP’s with:

Global allowlist of over 22
billion verified software files,
processes, and certificates

USA based Malware Research
team to assist you in
continuous updates of global
allowlist

Real-time local allowlist
remediation across your entire
network

Digital certificate local
allowlisting for access control
enforcement

No supply chain risk —
PC Matic is made exclusively in
America

Multi-Tenant and Fully White-
labelable Console

Protection for Windows, Mac,
and Linux devices

e Automatic default-deny for
unauthorized script commands
out of the box

PC Matic is FedRAMP authorized, and available in both Cloud and On-Premises offerings.

Certified Automate Integration
Features:

e Single pane of glass for full visibility over all your
managed customers and assets

e Automatic mapping of PC Matic managed endpoints
to ConnectWise Automate Agents

e Fully manage notifications and control authorization
access

e Create and deploy customized agent installers
remotely

e Customize local allow and deny lists for all your
customers

e Easily add and sync your existing Automate
customers

e Instantly deploy authorization policies of hashes,
digital certificates, paths, and scripts to:Individual
Users, Devices, Specific Groups, Departments,
Locations, Entire Companies, Organizations,
Enterprises, and All Managed Customers, Endpoints,
and Servers, in 2 Clicks.
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Included Features and Services:

e Automated Audit Reporting
e RDP Allowlist and Management Console
e Role Based Access Controls

e Automated Renewal Tracking Over Managed
Customers

e Removable Storage Protection

e Integrated Remote Access

e Remote File Manager and CMD

e Multi-Factor Authentication

e Patch Management

e Automated Scheduled Scans

e Customizable Reporting and Notifications

e Unlimited Access To PC Matic’s Growing Third Party
Integration Catalog

e Complementary USA Based Malware Analysis &
Allowlist Assistance

e Complementary Onboarding Support
e Unlimited USA Based Support

Current ConnectWise Automate customers can find the
PC Matic plug-in by visiting the ConnectWise Solution Center

sales@pcmatic.com




